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● Information Security and Acceptable Use
● Behaviour (Code of Conduct)
● Social Media
● Disciplinary
● Data Protection and privacy notices
● Complaints Policy

4.3 It should also be read in conjunction with academy pupil/student behaviour policies and
procedures.

5. Governance Board of Directors

5.1 The Board of Directors (BoD) has overall responsibility for monitoring this policy and for holding
the WAT Executive Team and Headteachers to account for its implementation. WAT has a
designated Director who oversees the governance arrangements for safeguarding and liaises
with the Local Advisory Bodies (LABs) Designated Safeguarding Governors (DSG). The
governance arrangements are outlined further in WAT’s Child Protection and Safeguarding and
also reference to the WAT Health and Safety Policies which should also be referred to in
conjunction with this policy.

Local Advisory Bodies

5.2 The Local Advisory Bodies (LABs) will co-ordinate regular meetings with appropriate staff to
discuss online safety and monitor online safety logs as provided by the Designated Safeguarding
Leads (DSLs) as part of their responsibilities for Child Protection and Safeguarding.

5.3 All LAB members will:
● Ensure that they have read and understand this policy.
● Agree and adhere to the terms on acceptable use of WAT’s ICT systems and the internet

(appendix 2).
● Discharge their responsibilities outlined in the Scheme of Delegation and LAB Terms of

Reference.

The Headteacher

5.4 The headteacher is accountable to the Chief Executive and the BoD and is responsible for
ensuring that staff understand this policy, and for its consistent and effective implementation in
their academy.

The Designated Safeguarding Lead (DSL)

5.5 The details and roles of each academy’s DSL are set out in WAT’s Child Protection and
Safeguarding Policy.

5.6 The DSLs have lead responsibility for online safety, in particular:

● Supporting the headteacher in ensuring that staff and volunteers understand this policy and
that it is being implemented consistently throughout the academy and across WAT.

● Working with the headteacher, ICT s
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● Ensuring that any online safety incidents are logged (see appendix 4) and dealt with
appropriately in line with this policy.

● Ensuring that any incidents of cyber-bullying are logged and dealt with appropriately in line
with the academy’s behaviour policy.

● Updating and delivering staff training on online safety (Appendix 3 contains a self-audit for
staff on online safety training needs.)

● Liaising with other agencies and/or external services if necessary.
● Providing regular reports on online safety in academies to the headteacher and/or Local

Advisory Bodies.
● Reviewing and actively responding to filtering and monitoring reports.

5.7 This list is not intended to be exhaustive.

The ICT Manager

5.8 The ICT manager is responsible for:
● Putting in place appropriate filtering and monitoring systems, which are updated on a

regular basis and keep students/pupils and staff safe from potentially harmful and
inappropriate content and contact online while at school, including terrorist and extremist
material.

● Ensuring that ICT systems are secure and protected against viruses and malware, and that
such safety mechanisms are updated regularly.

● WAT IT Team to conduct a monthly health check on the filtering and monitoring software to
ensure it is working correctly.

● Blocking access to potentially dangerous sites and, where possible, preventing the
downloading of potentially dangerous files.

● Undertake an annual review of the WAT systems, processes and procedures against the
DfE Filtering and Monitoring standards to offer assurance to Trustees.

● The four standards identified by the DfE are:
- You should identify and assign roles and responsibilities to manage your filtering and

monitoring systems.
- You should review your filtering and monitoring provision at least annually.
- Your filtering system should block harmful and inappropriate content, without

unreasonably impacting teaching and learning.
- You should have effective monitoring strategies that meet the safeguarding needs of your

school or college.

5.9 This list is not inist
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● Working with the DSLs to ensure that any online safety incidents are logged (see Appendix
4) and dealt with appropriately in line with this policy.

● Ensuring that any incidents of cyber-bull

https://www.saferinternet.org.uk/advice-centre/parents-and-carers/what-are-issues
http://www.childnet.com/parents-and-carers/hot-topics
https://www.childnet.com/resources/parents-and-carers
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Appendix 2
Acceptable Use Agreement (trustees, LAB, staff, volunteers, trustees,
and visitors)

Acceptable use of the ICT systems and internet provided by Windsor
Academy

Trust (WAT)

Name of







Appendix 5

1:1 iPad Digital Learning ï Acceptable Use Agreement

Student Agreement

I understand that this agreement applies to use of the iPad both inside and outside school and
that all rules apply at all times.

● I will take good care of the iPad, case and any accessories provided, or any loan devices.

● I will never leave the iPad unattended in an unsafe place.

● I will use the iPad responsibly, safely and ethically.

● I will never lend the iPad to other individuals or allow my iPad to be switched for another.

● I will know where the iPad is at all times.

● I will ensure that the iPad is out of sight when/if using public transport.

● I will keep food/drink away from the iPad.

● I will not deface the iPad, its case or remove any labelling.

● I will not take apart any part of the iPad, the case or attempt any repairs.

● I will protect the iPad by only carrying/using it while in the case provided. I will not force the
device into a locker, bag or desk as this may break the sc red
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Appendix 6
WAT Filtering and Monitoring - Roles and
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